[Authorize], [AllowAnonymous]

[RoutePrefix(“api/something”)]

identityConfig -> password settings

1. Users http://www.asp.net/web-api/overview/security/individual-accounts-in-web-api
   1. Register – In AccountController.cs
      1. Api/Account/Register
      2. Content-Type application/json header
      3. Json with properties
         1. Email
         2. Password
         3. ConfirmPassword
   2. Login – in Startup.Auth.cs
      1. TokenEndpointPath = new PathString(‘/Token’)
      2. X-www-form-urlencoded
         1. Username
         2. Password
         3. Grant\_type : password
      3. Returns “access\_token”
   3. Authorization
      1. Header : Authorization : Bearer PASTE\_TOKEN\_HERE
   4. Logout
      1. Remove token from client
2. User Model –
   1. ApplicationUser in IdentityModels.cs
   2. ApplicationDbContext in IdentityModels.cs
3. Modify Application User
   1. In ApplicationUser class – add custom properties
4. If moved to .Data project
   1. Install Microsoft.AspNet.Identity.EntityFramework on Data and Models